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Neutral Layer GUI
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ICS SEAP
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Conclusions

1. Support for Customs and Logistics procedures in 

secured trade lanes

2. Neutral character 

3. CSD as the main data source

4. Standardization

5. Platform Interoperability 
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VAS
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Content of presentation 

1. Value-Added services concept

2. VAS description

3. Functionality Demonstration

4. Conclusions
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Industrial partners expectations:

– Better manage the complete chain to avoid 

conflicts & bottlenecks

– Get early notifications on exceptions/anomalies

– Have the possibility to react to the above

– Provide the means to handle & prevent 

exceptions 

Value-Added services concept
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Value-Added services concept

• Use information provided by Information Gateway 

– The information is CSD-originated (location/time/status)

– Alternative sources (AIS, load/unload status from TSPs)

• Interface with other sources 

– Direct interfaces to terminal information system   

– Combination of data sources

• Provide useful functionality/information to end-user

– Provide configuration means

– Translate location/time of container to logistics-

meaningful information

– Notify on deviations/exceptions
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VAS description
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What Services SMART-CM Offers?

• The SMART-CM has developed the VAS Connectivity Layer, which is an 
interoperability-service-utility (ISU) layer on top of the current Internet and the 
web that supports information exchange between diverse information sources, 
software applications and web services. 

• SMART-CM has also developed VAS services (ETA, geo-fencing, flags/warnings) 
building on the interoparebility-service-utility (ISU).

Utility Services
VAS Connectivity 

Layer

VAS Services

CSD providers

AIS providers

3rd party VAS providers

SMART-CM
VAS Connectivity Layer
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SMART-CM utility services

• It is possible to discern different types of SMART-CM utility services (in the VAS 
connectivity Layer provided by LVC), based on their functions within the overall 
system (the infrastructure). Three types of utility services can be tentatively 
defined:

– Type 1: Generic Business Services - Contains services that are needed to access and 
execute routine business functions. They include authorization, security and
communication functionalities. (Notifier / Mailer)

– Type 2: End-to-End Management Services - Contains services that are needed to 
manage the end-to-end linking and processing of value added services. They include 
search/discovery and information management support (API to K&N, Configurator).

– Type 3: Information Exchange and Resource Visualisation Services - Contains services 
that are needed to automate the exchange of information between value added 
services and support for resource sharing and access. They include information 
matching, mapping, resource sharing and management (e.g. GUI LVC, NL client, 
Terminal Client, Info matching combining AIS - CSD, etc).
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SMART-CM Value Added Services

• SMART-CM developed VAS include:

– ETA: updates on initial ETA based on the actual location 

received by CSD and comparing against initial plan

– Geo-fencing: radius or polygon based either on nodal 

points (e.g. port) or intermediate waypoints and check for 

container entering/exiting geo-fenced area

– Flags/Warnings: Critical alerts e.g. when a container has 

exceeded time thresholds in predefined zones
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Overall functionality
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Initial configurations
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Definition of nodal points

Manually geo-fenced

Radius-based
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Designing a transport leg

Manually geo-fencing an 
intermediate waypoint
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Building-up a chain & setting alerting
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Adding a new container

Can be also automatically 
inserted and traced by 
the VAS system

Possibility to alter alerting 
configuration on container 
basis
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Alerting configuration per user

User defined final alerts
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Viewing container movement
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Alerting samples
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Conclusions

• Better overview of planned vs. executed container 

trip provided through SMART-CM VAS.

• ETA updating proved a really needed tool for 

stakeholders. Essential for better organizing their 

operational procedures.

• Geo-fenced areas alerting useful for daily operations 

since only critical nodal points are of interest.

• Supported geo-fence creation/set-up could be useful 

to avoid misconfigurations through GIS GUI.

• Need for alternative data sources. 


